
Supporting gender equality on every
continent: the EU Bank at European
Development Days #SheisWe

EIB gives the floor at #EDD18 to partners and projects enhancing gender
equality and female economic empowerment around the world.
Senior EIB experts to debate how the new EIB Group Gender Strategy
“Protect, Impact, Invest” can move the rights of women and girls to the
heart of activities
Latest figures on development impact of EIB activities outside the EU to
be announced.

Partners and project beneficiaries from around the world will join EIB
experts and senior representatives this year at the European Development Days
(EDD) organised by the European Commission on June 5 and 6, to reflect on how
the EU Bank, as the world’s largest multilateral lender, can support the
agenda ‘Women and Girls at the Forefront of Sustainable Development: protect,
empower, invest’. The EIB delegation will be joining and hosting a series of
debates to contribute to the gender balance agenda and explore solutions to
further boost economic inclusion and female economic empowerment in
development activities.

Last year the EIB group financed EUR 78.2bn of projects, among which EUR
7.9bn were outside the EU with EUR 19bn directed at climate action. With its
new Gender Strategy and Action Plan, the EU Bank aims to apply a gender lens
to all its activities. The EIB will hold a number of policy sessions and
project presentations at its special stand 73 where beneficiaries and experts
will be available for interview.

Ahead of the event, Ambroise Fayolle, EIB Vice-President notably in charge of
Development, said: “The European Development Days are rightly putting gender
at the centre of their debates this year. Tackling the challenges limiting
women’s potential is indeed key to boost development and to fight poverty
globally. This is also a core European value to which the EIB is committed.
But not only this – quite simply supporting female entrepreneurship and
promoting the economic empowerment of women is smart economics. I look
forward to discussing this fundamental issue with African Heads of States on
this occasion”. 

More information:

EIB Gender Strategy and Action Plan

To improve the impact of its activities on women and girls, in December 2016
the EIB Group adopted a Strategy on Gender Equality and Women’s Economic
Empowerment. Titled “Protect, Impact, Invest”, this Strategy and related
Action Plan, approved earlier this year, will guide the Group to further
contribute to the 2030 Agenda on the whole and, more specifically to the
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Sustainable Development Goal 5 (SDGs) aiming to “achieve gender equality and
empower all women and girls” by 2030.

Equality between women and men is a matter of fundamental values and human
rights, enshrined in International Law, the European Union’s (EU) treaties
and legislation, including that of Member States. Whilst inequality can
affect both sexes, evidence shows that women and girls are overwhelmingly
more exposed to gender-based discrimination and violence in every part of the
world, be it in the domestic, professional, public and/or political sphere.
Outside the European Union, gender inequality is often exacerbated by
poverty, ingrained social norms, unconscious bias, discriminatory legal
frameworks, as well as conflicts and socio-economic fragility. Women and
girls have little access to, or control over, productive resources, they
suffer unequal education levels, poor labour force participation in quality
jobs, financial and digital exclusion, and inadequate maternal and
reproductive health.

Such gender inequality can generate significant costs. In Europe, for
example, the gender employment gap is equivalent to an overall loss to the
economy estimated at around €370 billion, or 2.8% of the EU’s annual GDP.
According to the McKinsey Global Institute, advancing women’s equality could
add between USD12-28 trillion to global GDP by 2025.

The EIB outside the EU: Financing with global impact

At the EDDs, the EIB will share the latest impact figures of its financing
outside the EU. Last year, the EU Bank signed 100 new projects, with EUR
7.2bn. of lending.

In turn, this supports some EUR 29bn of investment in total, resulting in:

17 million women and men will benefit from safer water supply and
improved sanitation
6 million homes will be supplied with electricity from clean and
renewable sources
542 000 jobs in micro-enterprises and smaller businesses will be
supported via better access to finance, thus enabling the creation of
more jobs and the expansion of their outreach especially to women and
girls.

The EIB outside the EU – 2017: Financing with global impact (report available
on 5th of June)

The EIB at the EDD 2018: highlights and events

The full schedule of EIB participation at #EDD18 is available here

EIB senior representatives, experts, project partners and beneficiaries
available for interview at EDDs – see press contacts

Ambroise Fayolle, EIB Vice-President responsible for Development
Jonathan Taylor, EIB Vice-President responsible for Environment and
Climate Action
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Maria Shaw Barragan, EIB Director of Global Partners Department
Monica Scatasta, Head of Environment, Climate and Social Policy
Eleni Kyrou, EIB Lead Social Development & Gender Specialist
Aglaé Touchard le Drian, EIB Senior Investment Manager, Global Energy
Efficiency and Renewable Energy Fund (GEEREF)
María Inés Zigarán, Minister of Environment of the Province of Jujuy,
Argentina
Tammy Newmark, CEO & Managing Partner, EcoEnterprises Fund
Annicent Busingye, Operations & Maintenance Director, Frontier Energy
Madeleine Rees, OBE, Secretary General Women’s International League for
Peace and Freedom
Yrenilsa Lopez, Principal Investment Officer and Portfolio Manager,
Women’s World Banking Asset Management
Joan Carling, Co-convenor of the Indigenous Peoples Major Group for
Sustainable Development and Board member of the International Network of
Indigenous Women

The EIB gender equality initiatives

The EIB at the EU Dev Days 2018

World Environment Day Celebrations –
Sustainable Lifetyle towards Enhancing
Resource Efficiency and Circuar
Economy
A thematic session on “Sustainable lifestyle towards Enhancing Resource
Efficiency and Circular Economy” was hosted at the ongoing World Environment
Day celebrations.  The session was organised jointly by the Ministry of
Environment, Forest and Climate Change (MoEF&CC) and Deutsche Gesellschaft
für Internationale Zusammenarbeit (GIZ) on June 2, 2018.

Go to Source
Author:

News story: Safety Bulletin 2/2018
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published

The MAIB has today issued a safety bulletin after the failure of a rescue
line during a manoverboard drill on 24 March 2018.

The bulletin contains details on the background of the incident, the initial
findings and the safety lessons, read more.

A full report will be published when the investigation is complete.

Request for information
To assist this investigation, it is requested that full details of any
defective throw bag rescue lines discovered are also passed to the MAIB via
throwbags@maib.gov.uk.

Press enquiries

Press enquiries during office hours
01932 440015

Press enquiries out of hours
020 7944 4292

Secretary for Justice continues visit
in Beijing
     The Secretary for Justice, Ms Teresa Cheng, SC, continued her visit in
Beijing today (April 28). 
      
      Ms Cheng met with Minister of Justice, Mr Fu Zhenghua and Vice Minister
of Justice, Mr Xiong Xuanguo this morning and exchanged views on topics
including enhancing co-operation between the legal sectors of the two places.
They also discussed the opportunities brought forward by the development of
the Belt and Road Initiative and the Guangdong-Hong Kong-Macao Bay Area, as
well as Hong Kong’s strengths as an international law and dispute resolution
services centre.
      
      She also took the opportunity to meet with representatives of the
arbitration sector in the Mainland, including members of the Beijing
Arbitration Commission and the China International Economic and Trade
Arbitration Commission, to strengthen co-operations and exchanges of legal
and arbitration services between Hong Kong and the Mainland.
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      Ms Cheng will return to Hong Kong tomorrow (April 29).

Press release: New figures show large
numbers of businesses and charities
suffer at least one cyber attack in
the past year

Over four in ten of all UK businesses suffered a breach or attack in the
past 12 months.
Most common attacks were fraudulent emails followed by cyber criminals
impersonating an organisation online.
Strong reminder to bosses to act ahead of new data protection laws
coming into force on 25 May.

With one month to go until new data protection laws come into force, UK
businesses are being urged to protect themselves against cyber crime after
new statistics show over four in ten (43%) of businesses and two in ten
charities (19%) suffered a cyber breach or attack in the past 12 months.

This figure rises to more than two thirds for large businesses, 72% of which
identified a breach or attack. For the average large business the financial
cost of all attacks over the past 12 months was £9,260 with some attacks
costing significantly more.

The most common breaches or attacks were via fraudulent emails – for example,
attempting to coax staff into revealing passwords or financial information,
or opening dangerous attachments – followed by instances of cyber criminals
impersonating the organisation online, then malware and viruses.

Minister for Digital and the Creative Industries, Margot James, said:

We are strengthening the UK’s data protection laws to make them fit
for the digital age but these new figures show many organisations
need to act now to make sure the personal data they hold is safe
and secure.

We are investing £1.9 billion to protect the nation from cyber
threats and I would urge organisations to make the most of the free
help and guidance available for organisations from the Information
Commissioner’s Office and the National Cyber Security Centre.
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As part of the Government’s Data Protection Bill, the Information
Commissioner’s Office (ICO) will be given more power to defend consumer
interests and issue higher fines to organisations, of up to £17 million or 4
per cent of global turnover for the most serious data breaches. The new Bill
requires organisations to have appropriate cyber security measures in place
to protect personal data.

The Government is introducing new regulations to improve cyber security in
the UK’s critical service providers in sectors such as health, energy and
transport, and we have established the world-leading National Cyber Security
Centre (NCSC) as part of plans to make the UK one of the safest places in the
world to live and do business online.

Ciaran Martin, CEO of the NCSC, said:

Cyber attacks can inflict serious commercial damage and
reputational harm, but most campaigns are not highly sophisticated.

Companies can significantly reduce their chances of falling victim
by following simple cyber security steps to remove basic
weaknesses. Our advice has been set out in an easy-to-understand
manner in the NCSC’s small charities and business guides.

The new statistics also show, among those experiencing breaches, large firms
identify an average of 12 attacks a year and medium-sized firms an average of
six attacks a year. Smaller firms are still experiencing a significant number
of cyber attacks, with two in five micro and small businesses (42 per cent)
identifying at least one breach or attack in the past 12 months, which could
impact profits and reduce consumer confidence.

However, the survey shows more businesses are now using the Government-
backed, industry-supported Cyber Essentials scheme, a source of expert
guidance showing how to protect against cyber threats.

It shows three quarters of businesses (74 per cent) and more than half of all
charities (53 per cent) say cyber security is a high priority for their
organisation’s senior management.

Organisations have an important role to play to protect customer data. Small
businesses and charities are urged to take up tailored advice from the
National Cyber Security Centre. Larger businesses and organisations can
follow the Ten Steps to Cyber Security for a comprehensive approach to
managing cyber risks and preventing attacks and data breaches.

Organisations can also raise their basic defences and significantly reduce
the return on investment for attackers by enrolling on the Cyber Essentials
initiative and following the regularly updated technical guidance on Cyber
Security Information Sharing Partnership and the NCSC website.
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Information Commissioner, Elizabeth Denham, said:

“Data protection and cyber-security go hand in hand: privacy depends on
security.

“With the new data protection law, the General Data Protection Regulation
(GDPR) taking effect in just a few weeks, it’s more important than ever that
organisations focus on cyber-security. That’s why we’ve been working with the
Department for Culture Media and Sport (DCMS) and the National Cyber Security
Centre (NCSC) to offer practical security steps that organisations can
consider to keep data safe.

“We understand that there will be attempts to breach systems. We fully accept
that cyberattacks are a criminal act. But we also believe organisations need
to take steps to protect themselves against the criminals. I’d encourage
organisations to use the new regulations as an opportunity to focus on data
protection and data security.

“Increasing the public’s trust and confidence in the way people’s data is
handled is our priority and good data protection practice will go some way to
making the UK the safest place to be online.”

Organisations which hold and process personal data are urged to prepare and
follow the [guidance and sector
FAQS](https://ico.org.uk/for-organisations/resources-and-support/getting-read
y-for-the-gdpr-resources/ freely available from the Information
Commissioner’s Office. Its dedicated advice line for small organisations has
received more than 8000 calls since it opened in November 2017, and the Guide
to the GDPR has had over one million views. The regulator also has a GDPR
checklist, and 12 steps to take now to prepare for GDPR.

The survey also revealed:

*Larger businesses and charities are more likely than the average to identify
cyber attacks. Breaches were more likely to be found in organisations that
hold personal data and where employees use their own personal devices for
work.

*A huge proportion of all organisations are still failing to get the basics
right. A quarter (25 per cent) of charities are not updating software or
malware protections (27 per cent) and a third of businesses (33%) do not
provide staff with guidance on passwords.

*More than one in 10 (11 per cent) of large firms are still not taking any
action to identify cyber risks, such as health checks, risk assessments,
audits or investing in threat intelligence.

Notes to editors:

*Media enquiries – please contact the DCMS News and Communications team on
020 7211 2210. Read the Cyber Security Breaches Survey 2018.

*The Cyber Security Breaches Survey 2018 was carried out for DCMS by Ipsos
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MORI, in partnership with the Institute for Criminal Justice Studies at the
University of Portsmouth. A telephone survey of 1,519 UK businesses
(excluding agriculture, forestry and fishing businesses) and 569 UK
registered charities was undertaken from 9 October 2017 to 14 December 2017.
The business sample included 1.004 micro and small firms (with 1 to 49
staff), 263 medium firms (with 50 to 249 staff) and 252 large firms (with 250
or more staff). The data have been weighted to be statistically
representative of these two populations.

*Full survey findings and technical details can be found on this page.

*The Cyber Security Breaches Survey is an Official Statistic and has been
produced to the standards set out in the Code of Practice for Official
Statistics.

*The Cyber Security Breaches Survey 2018 was carried out for DCMS by Ipsos
MORI, in partnership with the Institute for Criminal Justice Studies at the
University of Portsmouth. A telephone survey of 1,519 UK businesses
(excluding agriculture, forestry and fishing businesses) and 569 UK
registered charities was undertaken from 9 October 2017 to 14 December 2017.
The business sample included 1,004 micro and small firms (with 1 to 49
staff), 263 medium firms (with 50 to 249 staff) and 252 large firms (with 250
or more staff). The data have been weighted to be statistically
representative of these two populations.

*The Cyber Security Breaches Survey comes on the back of recent Government
action to boost cyber security, including:

*Announcing a new £13.5 million cyber innovation centre, located in the Queen
Elizabeth Olympic Park, to help secure the UK’s position as a global leader
in the growing cyber security sector.

*The Government is encouraging all firms to act: the 10 Steps to Cyber
Security provides advice to large businesses, and the Cyber Essentials scheme
is available to all UK firms and charities. The Cyber Aware campaign aims to
drive behaviour change amongst small businesses and individuals, so that they
adopt simple secure online behaviours to help protect themselves from cyber
criminals.

*Ipsos MORI surveyed 1,519 UK businesses and 569 UK registered charities by
telephone from 9 October 2017 to 14 December 2017.

*The proportions of medium and large businesses achieving the Cyber
Essentials standards have risen steadily since 2016 – up from 4 per cent to
13 per cent of medium businesses and from 10 per cent to 25 per cent of large
businesses.

*The survey found 38% of businesses and 44% of charities (surveyed between
October and December 2017) had heard of the new incoming data protection
laws. Of those aware, 27% of businesses and 26% of charities had made changes
to their operations as a result. Of these, just under half of those
businesses and over one third of charities, made changes to their cyber
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security practices.


