
Civil news: launch of new CCMS tool
for bulk claim upload issues

News story

A new troubleshooting workbook has been launched to help you with bulk claim
upload problems in the Client and Cost Management System.

A workbook is now available to help you quickly identify common problems when
making bulk claim uploads in the Client and Cost Management System (CCMS).

How does it work?

If you are having problems with bulk claim uploads you will receive an
‘execution report’ with an error code.

If you enter the error code into the new ‘XML-Fixer’ workbook you will see an
explanation of the issue and what to do next.

This should help you to manage your issue without needing to contact our
online support team.

In specific cases, you may be prompted to input some further details on what
you are trying to claim.

You will then be given specific advice on steps to take to resolve your
issues. You may also be directed to an LAA team for further assistance.

Where do I find the workbook?

The ‘XML-Fixer’ workbook is available for download on our new training and
support website.

Feedback

We would welcome email feedback on your experiences using the ‘XML- Fixer’
workbook: Online-Support@justice.gov.uk
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Further information

Legal aid learning website: bulk claim upload issues – to download the new
‘XML-Fixer’

Online-Support@justice.gov.uk – to give us your feedback on the new ‘XML-
Fixer’ workbook
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Crime news: duty rota guidance changes
because of COVID-19

New guidance setting out the arrangements because of COVID-19 is available
for providers preparing to submit CRM12 applications for slots on the April
2021 rotas.

Applications will need to be made by 11.59pm on 11 January 2021. The police
station and court duty rotas will run for the usual 6 months.

The guidance covers both submission arrangements and criminal litigation
accreditation.

COVID-19 and CRM12 submissions

CRM12 submissions to add duty solicitors can be made where there is a
reasonable expectation engaged requirements for duty solicitors will be met
from 1 April. This is subject to the prevailing Public Health England or
Public Health Wales guidance.

We understand that some existing duty solicitors are currently unable to meet
the engaged requirements because of COVID-19.

However, we do not expect you to remove their names where you reasonably
expect they will be able to meet these requirements from 1 April 2021. Again,
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this is subject to the prevailing public health guidance.

Engaged requirements include 14 hours per week criminal defence work and a
minimum number of police station and court attendances during the rota
period.

Criminal litigation accreditation

Providers submitting a CRM12 for a new duty solicitor will need to provide a
copy of their Criminal Litigation Accreditation Scheme (CLAS) certificate.
But we are making exceptional arrangements for new duty solicitors completing
their CLAS accreditation in January 2021.

Providers may submit a CRM12 for these duty solicitor candidates for the 11
January 2021 deadline, but will have up to 12 February 2021 to submit the
CLAS certificate.

Guidance on the process that will be followed for these applications is set
out in the additional guidance document on April 2021 duty rotas. This is
published alongside the CRM12 form.

Further information

CRM12: duty solicitor application when moving firm – form

Email crm12@justice.gov.uk to submit CRM12 applications by 11 January 2021

Duty solicitors: rotas, information and guidance – for the standard guidance
on CRM12s for April 2021 rotas
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SIA suspends over 130 licences and
seeks retraining after investigating
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training fraud

Last month, the Security Industry Authority (SIA) suspended more than 130 SIA
licences as an ongoing criminal investigation revealed that some licence-
holders may not have been awarded their qualifications legitimately.

Individuals are licensed by the SIA to work in seven different sectors,
including door supervision, security guarding, and close protection. Licence
applicants must complete sector-specific qualifications to become licensed.

The SIA does not deliver training but sets and approves training standards;
this is done by creating and publishing Specifications for Learning and
Qualifications. SIA-endorsed awarding organisations maintain standards
through the approval and monitoring of training providers who deliver the
qualifications to people seeking to be licensed to work in the private
security industry.

As part of a current SIA investigation, an awarding organisation contacted
learners of a particular training provider requesting they verify their
qualifications. The SIA also sent all affected learners a message via their
online licensing system. They were asked to take action and those who failed
to do so have had their licences suspended.

Nicholas Banks, the SIA’s Head of Licensing and Service Delivery explains why
credible qualifications are so important. He said:

We must ensure that all licence holders can carry out their roles
professionally and safely. If we find evidence that there is any
doubt about the legitimacy of licence-linked training, we will take
robust action to ensure public safety. This can include the
suspension or revocation of licences. We may also place conditions
on the licence-holder to engage with an awarding organisation and
retake qualifications to retain a licence. If they fail to do this,
they risk having their application withdrawn or losing their
licence.

We want to be proactive and will take corrective action on
qualifications as we recognise our role in upholding the standards
of the private security industry.

At the core of the SIA’s private security regulation is ensuring security
officers are correctly trained to carry out their roles. Each year, at least
80,000 individuals take licence-linked qualifications, providing the skills
to work in a variety of challenging roles as security operatives across the
UK.

The SIA continues to investigate and works with awarding organisations to
verify qualifications and provide assurance that qualifications remain valid.
In some limited cases, when the SIA becomes aware of criminal activity
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associated to training, it will investigate and intervene particularly where
we believe there is criminal intent.

Offences can be committed in a variety of different ways. In some cases,
learners believed their training course was genuine, but fell victim to
improper training. In other cases, learners may have known the training was
fraudulent.

As the investigations continue, the SIA’s Criminal Investigations Manager,
Nathan Salmon said:

We will work with awarding organisations to limit training
criminality. The SIA cannot comment further on individual licence
holders or ongoing criminal investigations, although we will make
resulting conviction information available.

Notes to Editors:

Further information:

The Security Industry Authority is the organisation responsible for
regulating the private security industry in the United Kingdom,
reporting to the Home Secretary under the terms of the Private Security
Industry Act 2001. Our main duties are: the compulsory licensing of
individuals undertaking designated activities; and managing the
voluntary Approved Contractor Scheme.
For further information about the Security Industry Authority or to sign
up for email updates visit www.gov.uk/sia. The SIA is also on Facebook
(Security Industry Authority) and Twitter (SIAuk).
​​​​​​Media enquiries only please contact: 0300 123 9869,
media.enquiries@sia.gov.uk

Japanese tech giant invests in
Dagenham with new data centre

Today major Japanese global technology services provider NTT Ltd., announces
the opening of a new data centre, in Dagenham, East London, expecting to
create 100 jobs in a boost to London’s technology sector.

The ‘London 1’ data centre is the latest addition to its growing portfolio,
which includes five other data centres in the UK in Hemel Hempstead and
Slough. The site is also a location of historic innovation; Winston Churchill
benefitted from penicillin developed on the site by May and Baker during
World War II, and the famous Ford car factory was adjacent.
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London 1 Data Center opens as part of NTT’s ongoing £500 million data centre
investment plan and highlights its commitment to the UK’s digital and tech
industry.

The Department for International Trade has provided extensive support for the
company throughout the investment process, connecting the business with
government and providing information on the Technology and Data Centre
markets in the UK, skills and training, and smart cities opportunities.

The department will continue to provide support for expansion of NTT Ltd.’s
data centre portfolio in the UK as they look to secure additional facilities
to meet growing demand.

This investment closely follows the UK-Japan Comprehensive Economic
Partnership Agreement agreed in September, which brings together two of the
world’s most technologically advanced nations, placing the UK at the
forefront of shaping new global standards on digital trade.

It also follows the major investment by US property developer Hackman Capital
Partners in a Hollywood-style film production complex in Dagenham – across
the road from the London 1 data centre.

Minister for Investment, Gerry Grimstone said:

World-class digital infrastructure projects are fundamental to our
wider digital and investment strategies. Businesses are
increasingly demanding infrastructure like this to operate
innovatively, securely and efficiently.

NTT’s continued commitment to the UK will help us to build and
solidify our reputation as a leader in technological innovation in
the industries of the future that will help us build back better.

Jason Goodall, CEO, NTT Ltd. said:

This milestone data center and large investment shows our
commitment to the UK market as well as the demand from our
customers for sustainable, secure and scalable data centers. We are
headquartered in the UK and it is fundamental to our future growth
plans.

Florian Winkler, CEO of the Global Data Centers EMEA division of NTT Ltd.,
said:

We’re extremely proud to be opening London 1 Data Center and
investing in the next era of innovation in Dagenham. UK data
centers are a critical enabler of global business and ensure
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business continuity 365 days a year. The pandemic has demonstrated
the vital importance of effective connectivity and reliable
infrastructure for businesses to operate.

The UK headquartered firm chose Dagenham for the area’s reputation as a
digital and media innovation hub and its proximity to the Docklands. The
Docklands is already established as the UK’s internet hub and backbone for
the global internet network that facilitates the majority of the London
Internet Exchange’s (LINX) infrastructure. The new location in Dagenham will
more than triple NTT’s UK data centre footprint and be a major boost to the
UK’s thriving tech industry.

Cllr Darren Rodwell, Leader of Barking and Dagenham Council said:

We’re delighted to welcome London 1 Data Center to our borough.
This latest addition will help support East London’s emerging
technological industries and provide local jobs focused on digital
skills. Today’s announcement will mean Barking and Dagenham will be
able to power London’s digital led economy well into the 21st
century, building into our vision of a Digital Dagenham.

London 1 Data Center, when fully operational, will have 25,600 sqm of IT
space and a maximum IT load of 64 MW. It will provide businesses with the
best possible physical and technical infrastructure supported by N+1 UPS
systems, generator backup, as well as highly redundant cooling systems. The
data centre also includes a Technology Experience Lab, which will be used to
test new technologies and validate hybrid cloud services and innovations
faster and at a lower cost.

The data center has been built with sustainability and security in mind. The
latest technology removes the need for compressors and refrigerants, which
can have a significant impact on global warming. Additionally, the data
center will deliver a power usage effectiveness of 1.2, which is aligned with
industry best practice; and uses smaller generators to generate fewer
greenhouse gases. NTT will only use guaranteed renewable power throughout the
site.

A blog on SLC’s Corporate Plan by CEO,
Paula Sussex

Delivering student finance in a Covid year

Managing the delivery of student finance against a backdrop of Covid-19 has
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been a major focus for SLC in 2020. Like many other organisations on the
night of March 23rd, we had to make the organisational equivalent of a
handbrake turn to transform into a home-working operation, complete with
assessing and customer contact services, which we did in one month. To do
this required a significant technological and logistical effort, and we also
retrained and switched staff from a number of other areas of SLC to the
frontline to ensure that students’ applications were processed so that their
finance arrived at the right time. We have this year financed a record number
of new and returning students in England and Wales, having successfully paid
over £7bn in maintenance loans and tuition fee loans (on behalf of students)
to universities and colleges. We are very pleased that, for the vast majority
of our customers, the experience of applying for student finance has been
smooth. But as ever, we regret where our service has fallen short of our
standards which further vindicates the case for our transformation programme.

Supporting the finances of the institutions of the higher education has also
presented its challenges and has tested our ability to adapt our processes
and systems to the needs of the sector, working as we do within a
prescriptive policy regime. So, for example, at the request of the Department
of Education and Devolved Administrations of Wales and Northern Ireland, we
revised the schedule of tuition fee loan payments to Higher Education
Providers for the 2020/21 Academic Year. This revision enabled education
providers to access the second instalment of tuition fee payments early,
while ensuring that students were not impacted by the change. In the future,
our policy simplification programme will maintain this innovative focus and
will support a more streamlined application process for our customers.

Realising our strategic goals

While the challenge of 2020 has undoubtedly been to manage the impact of
Covid-19, we have nonetheless continued to progress the realisation of our
long-term goals. Last week, we published our Corporate Plan, which sets out
how we deliver those goals and our strategy over the next three years. It
emphasises our central commitment to provide our customers with an
outstanding customer experience and to enable them to invest in their
futures.

Our transformation programme, Evolve, is already enabling SLC’s ambition to
improve the customer experience through digital technologies, a better use of
data, reforming policy commissioning, simplifying products and making SLC a
great place to work. Our strategy seeks to fundamentally change how we
operate, such that the majority of our customers can self-serve, which in
turn frees up more time for our colleagues to focus their attention and
expertise on helping customers with more complex needs and circumstances.
Earlier this year we launched our online repayment service to provide online
access to up-to-date balances – for the first time in the 30 years since SLC
launched.

Key to transforming the customer and colleague experience next year will be
the introduction of our new Customer Engagement Management system. This will
enable us to access all of a customer’s interactions with us within a single
system, instead of hunting through multiple systems, often when the customer



is waiting for an answer, as they do now. Crucially, this system will also
allow customers to track their applications and other outstanding activities,
clearly understand the next steps and any actions they are required to take,
and to take those actions directly through digital services. This will
significantly reduce the need for customers to call us. Where customers do
need to contact us, they will be able to do so via a channel of their choice.
It will also allow us to track the progress of a customer applications,
something that is not possible with our current fragmented systems. That will
allow us to address issues, which currently slow up or complicate the
process, more quickly and effectively than we can now.

Improving the use of data is also key to our transformation. The success of
our customer service and our duty to the taxpayer, to ensure that we collect
every pound due on a loan, relies on the quality of our data, and it is vital
that this is accurate and consistent.

Looking forward to 2021

Despite the recent positive news about the vaccine, we know that there will
continue to be challenges for students, our staff and the institutions that
provide higher and further education. A key theme of the past months has been
to identify emerging operational risks and take swift corrective action. Next
year, and working closely with our shareholders, we will continue to do the
same.

I don’t underestimate how much we must do to deliver on the goals set out in
our corporate plan. However, our response to the challenges of the past
months strengthens my confidence in SLC’s ability to achieve this and, in so
doing, to continue to support students and graduates to invest in their
futures.

Paula Sussex is Chief Executive of the Student Loans Company
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