
News story: 100 troops and Chinook
helicopter deployed to Saddleworth
Moor

Updated: UPDATE: The Greater Manchester Fire and Rescue Service have notified
the MOD that the RAF Chinook is no longer required. There are currently 100
soldiers from 4 SCOTS deployed alongside the fire service at Saddleworth
Moor, and the MOD remains ready and able to support where needed.

UPDATE (08:45 28/06): The Greater Manchester Fire and Rescue Service
have notified the MOD that the RAF Chinook is no longer required. There
are currently 100 soldiers from 4 SCOTS deployed alongside the fire
service at Saddleworth Moor, and the MOD remains ready and able to
support where needed.

Approximately 100 soldiers from 4th Battalion, Royal Regiment of Scotland,
and an RAF Chinook helicopter have been deployed to support the Great
Manchester Fire & Rescue Service operation responding to the Saddleworth Moor
fires

Defence Secretary Gavin Williamson said:

I pay tribute to our Armed Forces’ professionalism, dedication and
sense of duty. They are proving once again that Britain can always
depend on our troops to protect us no matter the time, no matter
the place, and no matter the problem.

The troops will deploy overnight from their barracks in Catterick. Operating
out of a nearby Army Training Centre, they will assist the effort to control
and reduce the fire, undertaking tasks such as the management of water lines,
fire beating and providing general support where required.

The RAF Chinook, flying out of RAF Odiham, will arrive tomorrow (28th June)
morning. It will airlift heavy equipment such as High Volume Pump Units to
areas that are difficult to access due to the terrain.

News story: Elite force of UK Armed
Forces Cyber Reserves steps up to join
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fight against evolving threats

As the nation marks Reserves Day today, Defence Secretary Gavin Williamson
praised these exceptionally talented people and called for more specialists
such as engineers, chefs, media operations and electricians to step up and
join the UK Armed Forces as Reservists.

Speaking at a reception for Reservists in the house of Commons last night,
Defence Secretary Gavin Williamson said:

Reservists play a vital role in our Armed Forces, bringing a huge
range of experiences and skills to the defence of our country.

As the threats we face intensify we need to attract the brightest
and the best from all walks of life as part of a modern military.

This morning the Defence Secretary thanked civil servant reservists at a
specially hosted breakfast in 10 Downing St.

http://www.government-world.com/news-story-elite-force-of-uk-armed-forces-cyber-reserves-steps-up-to-join-fight-against-evolving-threats/


The men and women of our Reserve forces give up their free time training to
work alongside regular troops around the world. From telecoms workers and
police officers to students they serve our country when called upon in a huge
variety of roles such as dog handlers, logistics movers, intelligence
officers and medics.



Reservist Colonel Sion Walker is a teacher by trade. He is currently deployed
as Commanding Officer of Op ORBITAL, which is a UK programme to train the
Ukrainian military in non-lethal skills and tactics such as the
identification of mines, medical care and logistics.

Colonel Sion Walker is leading the operation. He said:

For me, it’s important to give something back. I have been able to
use my skill sets as an educator and in the Army to complement each
other. In school it gave me a different outlook on life. Some
people whinge about how bad things are, but thanks to my military
experiences I have a better balance in life, which means I don’t
get vexed.

It means you’re more robust as a person. And I’ve been able to give
young people better advice in school. I get youngsters asking me
for careers advice about joining any of the Armed forces, and that
is very satisfying.



News story: BowTie: a visual tool to
keep an overview of risk management
practices

BowTie finds its roots in the chemical industry course notes for a lecture on
hazard analysis given at the University of Queensland in 1979. The exact
origin is unclear but the mainstream use started in the aftermath of the
Piper Alpha disaster with Royal Dutch/Shell adopting the methodology as the
company standard for analysing and managing risk. It is widely regarded as a
suitable visual tool to keep an overview of risk management practices, rather
than replacing existing processes or systems.

RA 1205 provides a regulatory framework for an Air System Safety Case (ASSC)
for each platform and identifies that it is not a single document, but a
living body of evidence. Thus, ASSC based auditing techniques can be both
complex and time consuming. BowTie can be employed to simplify this and
improve the communication of risk by acting as an overarching document that
collates all the documentary evidence of an ASSC together, meaning that it
can then be interrogated to source auditable data that underpins the Safety
Statement. With the publication of RA 1210 Issue 4, Operating Duty Holders
(ODH’s) have been given more latitude in the way in which they choose to
record and document risk within their area of responsibility allowing the
scope to incorporate and develop good practice. For several years, the
majority of ODH’s have been developing risk management systems that embrace
the BowTie risk assessment methodology as it is believed that, when used
correctly, it can provide an easier to interpret and more holistic view of
overall risk exposure.

Of the 6 ODH’s that cover UK military flying, 5 have made a commitment to
using BowTie within their respective Air Safety Management System (with the
6th now developing a capability). Early adopters have been working on its
implementation for several years and are continuing to make significant
developments in the way BowTie is utilised and how the software is
implemented. There has been a significant investment in the translation of
current risks from the traditional risk register into the BowTie format, and
training key personnel in a revised way of working. The MAA has intentionally
remained at arm’s length, in order to encourage the development of good
practice by the user community, whilst keeping a Regulator’s oversight to
ensure that the work implemented remained within the bounds of RA 1210.

Up until 2017 all ODH’s maintained suitable Platform Risk Register’s to meet
the intent of the MAA Regulatory Publications, but in early 2017 Air Officer
Commanding (AOC) 2 Gp made the decision to move completely from risk
registers to using BowTie as the sole method of recording and presenting
risks and risk management. The decision was made once the Gp’s SMEs were
content that the BowTies were sufficiently developed to ensure no degradation
in the risk picture presented.
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AuditXP. Crown Copyright. Photo: via MOD.

The BowTie user group has made progress in agreeing a common approach to
BowTie creation and produced a pan ODH level BowTie Standard Operating
Procedures complete with a description of what a BowTie consists of and the
taxonomy that is to be used. This has aided with configuration control and
allows for easier analysis across all areas as the picture will look the
same. This document continues to evolve as more functionality is included
within the BowTies. The choice was made to use the standard taxonomy for
BowTie to allow for shared learning from industry and to reduce training cost
for personnel involved in the development. Therefore, risk terminology was
changed to fit with the barrier (vice mitigation) based risk management
model. Rather than dealing with the traditional risk based approach each
BowTie deals with a hazardous situation and loss of control and can cover
multiple risks.

These elements can then be embellished with additional information to allow
for easy viewing of barrier effectiveness, owner, manager and importantly the
evidence that underpins that assessment. The inclusion of Air Safety
Information Management System data will allow for interrogation of the
BowTies to further refine the effectiveness assessment of barriers and will
generate a huge amount of quantitative data for analysis by Front Line
Command and the MAA alike. There is no automatic process that updates the
effectiveness rating and human interpretation is required before a change is
made. Additionally, a currently unused but being explored capability is the
generation of questionnaires allowing for targeting questioning of personnel
to understand how a barrier is functioning.



IncidentXP data close up. Crown Copyright. Photo: via MOD.

BowTies are never truly complete as they are subject to continual review and
as such are a living document. As the existing documents are further
developed more of the existing functionality with the software will be
utilised and additional tools will be delivered to increase the synergy
between occurrence reporting and the risk management process. As to where we
go next, there is significant interest from the Defence Equipment and Support
(DE&S) community to communicate hazards in the correct language for the ODH
risk assessment model, without the need for translation. The DE&S
Airworthiness Team via the ASPIRE project, is investigating the viability of
transitioning DE&S to BowTie methodology. All ODH’s have been consulted and
have agreed that the project is a step towards fully integrating the risk
management process.

There is still more work to be done to ensure that the taxonomy used is
acceptable by both the equipment and operating stakeholders. Along with this,
many of the user groups are starting to use BowTie for functional safety with
a clear interest in its ease of interpretation.

This year will see the reinvigoration of the legacy BowTie User Group (BUG).
Previously this was a large meeting with representation from a wide cross
section of stakeholders attending, each having particular issues to raise.
To improve upon the quality of the information exchanged, the BUG will be
rebranded the BowTie User Forum and will have comprise of a periodic
symposium that will include topical discussion and Q&A sessions and the
creation of a dedicated BowTie SharePoint portal with a discussion board and
wiki pages. It is within the dedicated BowTie SharePoint portal that the most



current and up to date information regarding BowTie and its development will
be found. Training availability will be advertised with links to application
forms in addition to how to get a software or BowTieServer licence.
Introductory training is provided currently through the MAA Air Safety Risk
Analysis & Management Practitioners (MASRAMP) course held at Centre of Air
Safety Training (CoAST) and there is a desire to include a bespoke BowTie
training course for more advanced users as part of the Safety Training for
Error Prevention (STEP) contract.

News story: Britain leads first ever
European conference on veterans mental
health

Minister for Defence People and Veterans Tobias Ellwood hosted the
conference, which included delegations from Denmark, France, Germany, Italy
and the Netherlands.

The conference, the first meeting of its kind, saw Ministers and military
officials from six NATO countries share best practice on veterans issues and
discuss how nations can further mental health support for former service
personnel.

Opening the conference, Mr Ellwood outlined to delegates that while most
veterans go on live happy, healthy and successful lives, all Governments had
the responsibility to look after the mental health of those who have served.

Minister for Defence People and Veterans Tobias Ellwood said:

In order to recruit the next generation of soldiers, sailors and
airmen and women, we need to show that we look after our service
personnel and veterans.

Britain is not unique in facing this challenge. That’s why it’s
vital that we discuss these issues and share best practice with our
close European military partners.
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Tobias Ellwood with delegations from Denmark, France, Germany, Italy and The
Netherlands.

At today’s meeting, Mr Ellwood addressed the need to counter the negative
perceptions of veterans. He told the conference that while more needs to be
done to help veterans, it’s unhelpful that, despite statistics which prove
otherwise, many people think that service life leaves people damaged.

Figures released today show that rates of mental disorder amongst serving
armed forces personnel (3.1%) remain slightly below those of the general
population (3.5%). Rates of Post Traumatic Stress Disorder also remain low,
with 2 in every 1000 personnel assessed with having the disorder in 2016/17.

Every study conducted by the Ministry of Defence has also found that the risk
of suicide among the Armed Forces community, including veterans of the
Falklands conflict and the Gulf War, is lower than amongst the general
population. The UK regular Armed Forces male rate of suicide for 2017 is 8
per 100,000. The UK general population male rate in 2016 was 19 per 100,000.

Support on offer

The Ministry of Defence is now spending some up to £220 million over the next
decade to improve mental health services for serving personnel.

While the provision of veterans’ healthcare is the responsibility of the NHS
in England and the Devolved Administrations, the MOD is working closely with
all relevant government departments to make sure the unique needs of veterans
are addressed.



Veterans in England, Scotland and Wales receive priority access to NHS
specialist care for conditions stemming from their military service.

Last year the government created a Ministerial Covenant and Veterans Board,
to coordinate and address veterans specific issues across all relevant
government departments. The board will be presented with the first ever
veterans strategy in the autumn

In 2017 the Veterans Gateway was also launched, providing a single point of
contact for veterans, service personnel and their families to get the right
information advice and support 24/7. The MOD provides £2 million to fund the
helpline.

Press release: United Kingdom – Poland
Quadriga 2018: joint communiqué

Today’s annual meeting of Foreign and Defence Ministers
demonstrates that the UK and Poland are delivering on their
commitment to develop our partnership to be even stronger and even
more strategic.

We took the opportunity of this meeting to celebrate the hundred
years of Polish regained independence and a bilateral relationship
that has vastly expanded over a century. During that time the UK
and Poland have worked and fought side-by-side for freedom in
Europe and the world. We remember the heroism of British and Polish
soldiers, sailors and pilots throughout the Second World War and
subsequent conflicts. Our countries have a strong trading
relationship and deep cultural links through the thriving Polish
community in the UK. We are active partners in international fora
like the UN, OSCE, EU and NATO, and our troops serve together on
the ground in Poland as part of NATO’s enhanced Forward Presence.
Today we have discussed concrete ideas for how we can further
enhance our strategic foreign, defence and security partnership.

As the hosts of the previous two NATO Summits, we share a deep
commitment to the Alliance, and to a successful Summit in Brussels.
NATO continues to adapt to the evolving security environment,
having made good progress since 2014 in rebuilding and
strengthening its Deterrence & Defence posture and Projecting
Stability. The 2018 Summit is an important landmark in providing a
modern, prepared and unified NATO. It will be an opportunity to
review the progress made since Wales and Warsaw, demonstrate
Allies’ unity, and agree the remaining steps ahead of NATO’s 70th
anniversary in 2019. Ensuring the effectiveness of NATO’s
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deterrence and defence, including in the Eastern flank, is of vital
importance for both countries. Our partnership in the area of
security and defence continues to serve that purpose. Against this
background, Poland and the UK stand for a timely and successful
adaptation of the NATO Command Structure.

Both the UK and Poland are committed to meeting the NATO target of
spending at least 2% of GDP on defence, and 20% of that on major
equipment capabilities. We recognise the importance of increased
defence spending across the Alliance. We also fully support NATO’s
open door policy and the 2018 Summit offers an opportunity to
recognise the progress made by aspirants, particularly as this year
marks the 10th anniversary of decisions made at the Bucharest
Summit. We recognize that Euro-Atlantic integration remains an
important driving force of reforms in Georgia and Ukraine.

In order to build our collective capability to tackle hostile
activity and hybrid threats, the UK and Poland will draw on the
complementary experiences of NATO, EU and likeminded partners,
ensuring a consistency in approach across multilateral fora to all
forms of threats. We commit to strengthen resilience to Chemical,
Biological, Radiological and Nuclear-related risks (CBRN), through
practical cooperation including sharing information and lessons
learnt. By coordinating the attribution of hostile activity in
cyberspace and pushing for all available diplomatic tools to be
used in response to cyber-attacks, we will raise the cost of
malicious cyber activities. We will also explore new areas of
innovation, and seek to harness the commercial cybersecurity
opportunities they afford, by facilitating an exchange of ideas and
expertise between British and Polish businesses.

Our two countries will enhance our strategic communications and
develop strategies to reinforce our democracies, strengthen our
societies’ resilience, and uphold freedom of expression and a free
and independent media in the face of the disinformation threat. We
will further continue to initiate joint actions aimed at supporting
independent media in Eastern Partnership countries so as to build
resilience to Russian disinformation and build plurality and
balance across media landscapes. The UK and Poland will work
together to tackle hybrid threats through NATO to improve crisis
management, identify the tools available to hostile actors, and
enhance resilience among NATO Allies and partners. The NATO-Ukraine
Platform on Countering Hybrid Warfare can play an important role,
and the UK and Poland will work to strengthen this instrument.

We remain committed to continuing our efforts aimed at stabilising
the EU neighbourhood and handling various challenges on the Eastern
and Southern flanks. The heightened risk from Russia and the bold
pattern of its behaviour, designed to undermine the rules-based
international order, concerns us greatly. We have worked hand-in-
hand to shape Europe’s response to Russian aggression against
Ukraine and hostile action. Russia’s hostility has seen it



operating in more agile and asymmetric ways, be it the use of a
nerve agent on the streets of Salisbury or cyber-attacks such as
NotPetya in Ukraine. We agreed that the best response is to
maintain pressure on Russia, including through sanctions, until the
Minsk agreements are fully implemented and Russia abides by agreed
international norms and standards.

Our discussions also focused on the dire situation in Syria, and we
agreed to continue to champion urgent humanitarian access through
the UN Security Council. We call on all parties to engage fully in
the UN process in Geneva towards a credible political solution. We
deplore the repeated use of chemical weapons by the regime and will
use the special session of States Parties to the Chemical Weapons
Convention later this month to reinforce global norms and work
towards a new attribution mechanism for chemical weapons incidents.
We also discussed Iran and, whilst remaining concerned about Iran’s
ballistic missile programme and regional behaviour, we shared a
desire to maintain both the JCPoA and Transatlantic unity. The UK
and Poland continue to be close partners in the Council on numerous
issues, and plan to host a joint event in New York later this year.

We reaffirm our shared commitment to the security, stability,
prosperity and sovereignty of all six countries in the Western
Balkans. The UK and Poland will continue our close cooperation in
preparation for the 2018 and 2019 Berlin Process summits. In
particular, we will explore joint projects and activities on
priority themes, which include countering corruption, and
resilience against disinformation and the malign activity of
external actors. Foreign Ministers will make a joint visit to the
region between our Summits. This will ensure continuity between the
British and Polish Berlin Process summits as well as a lasting,
positive impact in the Western Balkans region.

Alongside our foreign and security policy collaboration, we also
agreed to deepen our bilateral defence cooperation. In December
2017 we signed a defence treaty that will elevate our bilateral
cooperation in the areas of information exchange, collective
defence, intelligence and technologies, military exercises and
investment planning. In the past year we have also made steps in
the development of bilateral capability collaboration projects. The
Defence Capability and Industrial Dialogue has been supported by
Ministerial and senior official engagement, and we will continue to
discuss opportunities for both British and Polish companies.

We have signed the Plan for Bilateral Defence Cooperation for the
year 2018, and continue to deliver these commitments; working
together across a full range of activities, including in such
thematic areas as enhanced interoperability of forces, promoting
defence industries’ collaboration as well as bilateral visits and
exchanges.

The UK and Poland continue to respond jointly to shared threats and



hostile state activity. This includes leading discussions in
multilateral organisations such as the Northern Group. This year,
we both participate in two large scale exercises, SABER STRIKE and
ANAKONDA 18 demonstrating the strength of our military cooperation
and enduring commitment to Euro-Atlantic security. We are
determined to participate in exercises aimed at restoring NATO’s
ability to conduct large combat operations, including in the
Eastern flank.


