Press release: Big fines for two Kent
anglers caught fishing without a
licence

The 2 illegal Kent anglers had their day at Maidstone Magistrates Court last
Thursday (23 March), with one of them now having to pay out over £600.

Bill Haythorpe of Yalding, Maidstone was caught at Monk Lakes, Staplehurst on
18 August 2016 and fined £440 for 2 offences (fishing without a licence and
failing to state his address) plus £127 costs and £30 victim surcharge
leading to a total bill of £597.

Ryan Zuczok of Chatham was caught fishing without a licence on the Medway in
Maidstone on 20 August 2016 and fined £440 plus £127 costs and £44 victim
surcharge, a grand total of £611. This was the second time Mr Zuczok was
apprehended within a month. He had previously been caught on 23 July 2016,
also on the Medway. Neither Mr Haythorpe nor Mr Zuczok entered a plea.

Environment Manager Dave Willis said:

We are seeing higher and higher fines for fishing without a
licence. It makes no sense to have the embarrassment of a court
visit, a criminal conviction and a bill for over £600 when an
annual licence is just £30 (post 1 April 2017). We think these
cheats will think twice before picking up a rod illegally again and
if they don’t, our officers are ready and waiting.

The money from licence sales supports fish, fisheries and fishing, and
protects the future of the sport. A small number of anglers refuse to buy a
licence, cheating the sport and their fellow anglers. For the minority who
flout the rules, the most common offence is fishing without a valid licence.
Fishing without a valid licence could land you with a fine of up to £2,500
and a criminal record.

Dave Willis added:

Last Thursday was a good day for the near million anglers that fish
legally every year, respecting each other and the sport. There
really is no excuse; if you don’t have a licence, pick one up from
the post office or online, before we pick you up.

In Kent, South London, Surrey and East Sussex, since April 2016 our
fisheries enforcement officers have checked 4,252 licences and
reported 269 people for fishing illegally.
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Last year, in England, the Environment Agency checked over 62,000 rod
licences and prosecuted more than 1,900 anglers for rod and line offences,
resulting in fines and costs in excess of £500,000.

From 1 April 2017 a full rod licence costs from just £30 (concessions
available) and a junior rod licence (for 12 to 16 year olds) is free. You can
buy your rod licence from your local Post Office or by phoning 0344 800 5386.

Money from rod licence sales is invested in England’s fisheries, and is used
to fund a wide range of projects to improve facilities for anglers including:
protecting stocks from illegal fishing, mitigating pollution and disease,
restoring fish stocks through restocking, control of invasive species, and
fish habitat improvements. Rod licence money is also used to fund the Angling
Trust to provide information about fishing and to encourage participation in
the sport.

To help crack down on unlicensed fishing the Environment Agency urges anyone
to report illegal activity by calling the Environment Agency incident hotline
on 0800 80 70 60 or anonymously to Crimestoppers on 0800 555 111.

For more information, contact the press office on 0800 141 2743.

News story: Broadband providers drop
cancellation fees for Armed Forces
personnel

The commitment from the UK’s biggest broadband providers representing 95 per
cent of Britain’s broadband market comes into force immediately, and will
benefit tens of thousands of Forces households in the UK and abroad.

The change agreed to under the tenets of the Armed Forces Covenant includes
BT, Sky, EE, Plusnet, Talk Talk and Virgin Media, who have all committed to
treating military personnel fairly when cancelling their contracts.

Up until now, members of the Armed Forces who are deployed overseas or to
different parts of the UK not covered by their provider could be forced to
pay a cancellation fee. They will no longer have to face this cost and be
disadvantaged due to the mobile nature of service life.

Defence Minister Mark Lancaster, said:
Our Armed Forces are sent all over the world and across the country

to help keep our country safe and they should never be at a
disadvantage because of this. The removal of cancellation fees by
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leading broadband providers is yet another example of the Covenant
in action, which is making sure our brave personnel are treated
fairly. It’s a welcome move and we'’re looking forward to seeing
what more British businesses can do to support our military.

The Armed Forces Covenant is a promise by the nation ensuring that those who
serve or have previously served in the Armed Forces, and their families, are
treated fairly and not disadvantaged by their service. Delivery partners
include businesses and trade bodies, charities and community organisations,
local authorities and government departments.

BT Chief Executive Gavin Patterson, said:

Armed Forces personnel play a vital role protecting our country,
whether serving overseas or stationed away from home in other parts
of the UK. That’'s why we’re committed to ensuring they don’t have
to pay for broadband or TV services they can’t access, when they
find themselves in this situation. Whether it’s through today’s
announcement, our hiring of ex-armed forces personnel, or through
our work with Reservists, BT, along with our fellow signatories are
proud to support our country’s military personnel.

TalkTalk Chief Executive, Dido Harding, added:

We recognise that service personnel and their families face unique
challenges, not least due to the fact they are regularly posted to
new locations all over the country and abroad, often at short
notice. TalkTalk was the first ISP to recognise how tricky this can
be and offer free disconnections for service personnel moving

overseas, and we’'re delighted that the rest of the industry has
followed suit.

Today’'s announcement follows previous Covenant pledges by UK businesses to
support personnel when they are posted overseas.

Last year, the UK’s largest insurers and brokers allowed personnel and their
families posted abroad to keep their No Claims Bonus for up to three years,
and also waived cancellation fees.

47 of the UK’s high street banks and building societies also committed to
letting personnel posted overseas and around the UK rent out their homes

without facing higher mortgage costs or having to change to a buy-to-let
mortgage.
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We recognise that service personnel and their families face unique
challenges, not least due to the fact they are regularly posted to
new locations all over the country and abroad, often at short
notice. TalkTalk was the first ISP to recognise how tricky this can
be and offer free disconnections for service personnel moving
overseas, and we’'re delighted that the rest of the industry has
followed suit.

Today’'s announcement follows previous Covenant pledges by UK businesses to
support personnel when they are posted overseas.

Last year, the UK’s largest insurers and brokers allowed personnel and their
families posted abroad to keep their No Claims Bonus for up to three years,
and also waived cancellation fees.

47 of the UK’s high street banks and building societies also committed to
letting personnel posted overseas and around the UK rent out their homes
without facing higher mortgage costs or having to change to a buy-to-let
mortgage.

News story: UK’'s NATO Southern Air
Policing Mission to begin in May

Sir Michael also confirmed that four Typhoons from Royal Air Force 3
(Fighter) Squadron will lead the deployment.

The Defence Secretary agreed the UK’s air policing contribution during NATO
defence ministerial talks in the autumn and confirmed the timing of the
deployment and squadron name at the International Parliamentary Conference on
National Security in London today.

The Typhoons from RAF Coningsby will be based at Mihail Kogalniceanu Airbase
in south east Romania for up to four months, working side-by-side with the
Romanian Air Force to police the skies over the Black Sea.

Royal Air Force 3 (Fighter) Squadron has a long history. One hundred years
ago it was a fighter scout unit assisting our forces in the trenches, in
World War Two it was at the forefront of our air defences destroying nearly
300 V1 flying bomb. More recently it took tours of Sierra Leone and as part
of Counter Daesh operations in Iraq and Syria.

The UK is the first nation to provide jets to this NATO mission, which forms
part of the UK’'s increasing support to our Allies following the recent
deployment of British troops to Estonia as part of NATO's Enhanced Forward
Presence.
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Secretary of State for Defence Sir Michael Fallon said:

The UK is stepping up its support for NATO’s collective defence
from the north to the south of the alliance. With this deployment,
RAF planes will be ready to secure NATO airspace and provide
reassurance to our allies in the Black Sea region.

During his speech the Defence Secretary addressed a range of national
security issues, including cyber where the UK is investing its growing
Defence budget in new cyber capabilities.

This comes as the UK'’s cyber capabilities are tested in exercises, including
Information Warrior 2017, the Royal Navy’s first ever large-scale cyber war
games, designed to test new Artificial Intelligence able to speed up complex
decision making, which starts this week.

Sir Michael also confirmed that £1.9 billion will be invested in developing
cyber capabilities and skills across all Government departments, in addition
to establishing the new National Cyber Security Centre, the Defence Cyber
School at Shrivenham, and a Cyber Operations Centre at Corsham.

Sir Michael added:

Our military is among the best prepared in the world to tackle
cyber threats — with capabilities and skills integrated into the
Army, Royal Navy, and the RAF. But in such a dynamic environment we
must continually test and enhance our skills.

We're interested not just in defensive but also in offensive cyber
— those who threaten cyber-attacks against us need to know the risk
they’'re running.

During the speech at Church House the Defence Secretary also paid tribute to
those who lost their lives during last week’s attack in Westminster.
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