
Fraudulent websites and internet
banking login screens related to
Industrial and Commercial Bank of
China (Asia) Limited

The following is issued on behalf of the Hong Kong Monetary Authority:

     The Hong Kong Monetary Authority (HKMA) wishes to alert members of the
public to a press release issued by Industrial and Commercial Bank of China
(Asia) Limited relating to fraudulent websites and internet banking login
screens, which have been reported to the HKMA. A hyperlink to the press
release is available on the HKMA website.
      
     The HKMA wishes to remind the public that banks will not send SMS or
emails with embedded hyperlinks which direct them to the banks' websites to
carry out transactions. They will not ask customers for sensitive personal
information, such as login passwords or one-time password, by phone, email or
SMS (including via embedded hyperlinks).
      
     Anyone who has provided his or her personal information, or who has
conducted any financial transactions, through or in response to the websites
or login screens concerned, should contact the bank using the contact
information provided in the press release, and report the matter to the
Police by contacting the Crime Wing Information Centre of the Hong Kong
Police Force at 2860 5012.

Fraudulent websites and internet
banking login screens related to
Nanyang Commercial Bank, Limited

The following is issued on behalf of the Hong Kong Monetary Authority:

     The Hong Kong Monetary Authority (HKMA) wishes to alert members of the
public to a press release issued by Nanyang Commercial Bank, Limited relating
to fraudulent websites and internet banking login screens, which have been
reported to the HKMA. A hyperlink to the press release is available on
the HKMA website.
      
     The HKMA wishes to remind the public that banks will not send SMS or
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emails with embedded hyperlinks which direct them to the banks' websites to
carry out transactions. They will not ask customers for sensitive personal
information, such as login passwords or one-time password, by phone, email or
SMS (including via embedded hyperlinks).
      
     Anyone who has provided his or her personal information, or who has
conducted any financial transactions, through or in response to the websites
or login screens concerned, should contact the bank using the contact
information provided in the press release, and report the matter to the
Police by contacting the Crime Wing Information Centre of the Hong Kong
Police Force at 2860 5012.

Fraudulent websites and internet
banking login screens related to China
CITIC Bank International Limited

The following is issued on behalf of the Hong Kong Monetary Authority:

     The Hong Kong Monetary Authority (HKMA) wishes to alert members of the
public to a press release issued by China CITIC Bank International Limited
relating to fraudulent websites and internet banking login screens, which
have been reported to the HKMA. A hyperlink to the press release is available
on the HKMA website.
      
     The HKMA wishes to remind the public that banks will not send SMS or
emails with embedded hyperlinks which direct them to the banks' websites to
carry out transactions. They will not ask customers for sensitive personal
information, such as login passwords or one-time password, by phone, email or
SMS (including via embedded hyperlinks).
      
     Anyone who has provided his or her personal information, or who has
conducted any financial transactions, through or in response to the websites
or login screens concerned, should contact the bank using the contact
information provided in the press release, and report the matter to the
Police by contacting the Crime Wing Information Centre of the Hong Kong
Police Force at 2860 5012.
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Coin Collection Programme

The following is issued on behalf of the Hong Kong Monetary Authority:

     The Hong Kong Monetary Authority (HKMA) today (December 11) announced a
new service schedule of the two Coin Carts under the Coin Collection
Programme, for the period of January 6, 2025, up to March 23, 2025. The
schedule and other details of the Programme are shown on the HKMA webpage
(coincollection.hkma.gov.hk).
      
     Since the launch of the Programme in October 2014 up to November 30,
2024, the two Coin Carts had carried out 1 295 000 transactions, collecting 1
002 million coins with a total face value of HK$1,598 million during the
period. The collected coins are re-circulated to meet demand.
      
     The Coin Carts provide service at locations that are convenient to the
public without affecting the normal flow of traffic and pedestrians.
Locations that have suitable power supply facilities, such as the Leisure and
Cultural Services Department mobile library service locations, are preferred
so as to reduce the need for using the Coin Carts' own stand-by generators.
This makes the Programme more environmentally friendly. In selecting the
service locations, the HKMA has taken into consideration comments and
suggestions given by district councils and members of public; and has
consulted the Transport Department and the Hong Kong Police Force as
necessary.
      
     The two Coin Carts collect coins from members of public in the 18
districts of Hong Kong on a rotating basis. Under normal circumstances each
Coin Cart will stay at a location for a week, subject to availability of the
parking space and the maintenance schedule of the Cart. Service hours are
from 10am to 7pm. Each vehicle is equipped with two coin counting machines
and operational staff will be present to provide assistance. An electrical
wheelchair lift is available for use. Users can choose to exchange coins for
banknotes or adding value to their stored value facilities, such as Octopus
Cards or e-wallets (including AlipayHK, Octopus Wallet, Tap&Go and WeChat
Pay). There is also a Community Chest donation box inside each vehicle. The
coin collection service is free of charge.
      
     The HKMA will review the Programme from time to time; and will regularly
update the service schedule to give advance notice to the public.

Labour Department to hold occupational
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health public talks

     The Labour Department (LD) will hold a public talk entitled
"Occupational Health of Office Workers Series (III) More Exercise, Smart
Work" on December 19 (Thursday). The talk will introduce the benefits of
exercise. Demonstrations and practice of workplace exercises will also be
included.
 
     The talk will be given by the LD's occupational health nurse at 6.30pm
at the Lecture Theatre of the Hong Kong Central Library, 66 Causeway Road,
Causeway Bay.
 
     The LD will hold another talk entitled "Infection Control in the
Workplace" on December 30 (Monday). The talk, designed for employees who may
come into contact with pathogenic bacteria and viruses in their workplace,
will explain how micro-organisms enter human body and affect people's health.
The concept of infection control in the workplace will also be covered.
 
     The talk will be given by the occupational health nurse at 3.30pm in the
Health Education Room, Occupational Safety and Health Centre of the LD, G/F,
Kwun Tong Community Health Centre Building, 60 Hip Wo Street, Kwun Tong.

     Both talks will be given in Cantonese. Admission is free but pre-
registration is required. Interested participants can register online
(www.oshsreg.gov.hk/en). For enquiries, please call 2852 4040.
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