
Injuries prevalent in China marathons

A runner has received medical treatment in Xiamen international marathon in
2014. [Photo: people.com.cn]

Marathon running is gaining rising popularity in China these days. Eight
marathons were held in January in the country. However, runners’ awareness of
injury prevention lags behind.

A recent survey conducted among around 10,000 runners by iranshao.com, a
website focused on running, shows that over one third of runners have had
knee injuries, about one fifth have had foot or waist injuries, about one
seventh have had ankle injuries or suffered from plantar fasciitis, and only
15.7 percent haven’t had any injuries, which means six of seven runners have
had injuries related to running.

In 2016, China held 328 marathons, attracting about 2.8 million participants,
a massive 85 percent increase over 2015.

China to introduce review commission
on cyber security

A commission will be established to deliberate important policies on cyber
security and organize reviews, according to a document released by the
Cyberspace Administration of China (CAC) on Tuesday.

The document, on the security of Internet products and services, has just
been released for public opinion. The CAC will establish the commission with
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other authorities.

The document proposed that Internet products and services related to national
security and the public interests should undergo a security review.

According to the CAC, reviews will focus on whether the products or services
are secure and sufficiently managed, and on assessing risks of illegal
control, disruption or interruption.

The reviews will also evaluate risks of providers using their products or
services to illegally gather, store, process or make use of user information.

In addition, unfair competition, monopolization or any other functions that
may damage users’ interests will be reviewed, according to the CAC.

Any service or product that fails the review will be blacklisted, making them
off limits to all Communist Party of China (CPC) organs, government
departments, and key industries.

HIGHLIGHTING PRODUCTS AND SERVICES

The review is neither a legal practice nor an administrative one, said an
official with the CAC, but is merely supervision of important Internet
products and services.

The review will not hinder foreign products from entering the Chinese market,
but will only to boost confidence in such products and services, the official
said. Authorities will treat Internet products and services from home and
abroad equally.

Zuo Xiaodong, vice president of the China Information Security Research
Institute, a government think tank, said the regulation means that while
products and services that fail the review will be blacklisted, it does not
mean that all Internet products and services purchased by CPC organs,
government departments and key industries will be reviewed.

LAW-BASED INTERNET REGULATION

China has introduced a number of Internet laws and regulations and is home to
about 700 million Internet users, the world’s largest online population.

In December, the CAC released a cyberspace security strategy, guaranteeing
cyberspace sovereignty and national security, protecting information
infrastructure and promising action against cyber terror and crime.

In November, a cyber security law stipulated that the government would take
measures to “monitor, defend and handle cyber security risks and threats
originating from within the country or overseas sources, protecting key
information infrastructure from attack,intrusion, disturbance and damage.”

In July 2015, China’s top legislature adopted a new national security law
highlighting cyber security and demanding the establishment of a coordinated,
efficient crisis management system.



The law covers a wide spectrum of areas including defense, finance, science
and technology, culture and religion.

Smuggled trash, coal targeted in
customs crackdown

China’s customs authorities will launch a year-long smuggling crackdown
prioritizing in imported garbage and natural products.

Industrial waste, electronic scrap and plastics will be in the cross hairs of
the watchdogs, the General Administration of Customs (GAC) said on Tuesday.

Those convicted of smuggling could face a maximum penalty of the death
sentence, according to China’s Criminal Law.

The counter-smuggling efforts will target gangs and well-organized operations
acting illegally, GAC said.

Customs investigated 2,633 smuggling cases in 2016, up 17 percent year on
year, according to the GAC.

In December 2016, Shanghai customs authorities seized 3.1 tonnes of pangolin
scales in the biggest smuggling case of its kind to date.

The scales, worth over 10 million yuan (1.45 million U.S. dollars), were
reportedly bought from Nigeria. The trade in pangolin is banned by the
Convention on International Trade in Endangered Species.

Top court pledges non-interference in
judges’ work

China’s top court promises to ensure judges properly exert their judicial
power without interference.

The Supreme People’s Court on Tuesday published a document on improving the
mechanism to protect judges and their associates in fulfilling their legal
duties.

The measures stipulate that when handling cases, judges should not be subject
to interference from other government organs, social organizations or
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individuals.

Judges have the right to refuse to follow any requests by any organization or
individual that are without legal mandate or due process, the document said.

They are also entitled to refuse to comment on cases which are not in a
judicial process or trials that they do not participate in, the document
said.

Moreover, they are entitled to make complaints against nine types of action
by governmental agencies or staff, including intervention in judicial
process, obstruction of justice and restraint or suppression of the judges’
independent expression of opinion.

As cases of disturbance in courts and harassment of judges have increased,
the document said all courts should have committees to protect judges’
safety, rights and interests.

Judges and their associates should also be provided with recording devices at
their workplace.

The document pledged protection of personal information of judges and their
families.

In January, Fu Mingsheng, who worked at a court of Luchuan County in Guangxi,
was reportedly killed at his residence by suspect Long Jiancai, a defendant
in a divorce case that Fu heard in 1994.

China to introduce review commission
on cyber security

A commission will be established to deliberate important policies on cyber
security and organize reviews, according to a document released by the
Cyberspace Administration of China (CAC) on Tuesday.

The document, on the security of Internet products and services, has just
been released for public opinion. The CAC will establish the commission with
other authorities.

The document proposed that Internet products and services related to national
security and public interests should undergo a security review.

According to the CAC, the reviews will focus on whether the products or
services are secure and sufficiently managed, and on assessing risks for them
to be illegally controlled, disrupted or interrupted.

The reviews will also evaluate whether there is any risks that the providers
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are taking advantage of their products and services to illegally gather,
store, process or use user information.

In addition, unfair competition, monopolization or any other functions that
may damage users’ interests will be reviewed, according to the CAC.

Any service or product that fails the review will be blacklisted, making them
off limits to all Communist Party of China organs, government departments,
and key industries.


