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ESMA updates Q&amp;A on MiFIR data
reporting

The Q&As provide clarifications in relation to the requirements for
submission of transaction reports and reference data under MiFIR. In
particular, the Q&As relate to Complex Trades and National client identifiers
for natural persons.

The Q&A on complex trades provides new answers on reporting transactions and
reference data for instruments where the execution results in a complex trade
as defined under Article 12 of RTS 22.

The amendments to the existing Q&A on national client identifiers for natural
persons further clarify how the following three national identifiers
specified in Annex II of RTS 22 should be represented: the Czech ID, the
Liechtensteinian ID, and the Romanian ID.

The purpose of this Q&A is to promote common supervisory approaches and
practices in the application of MiFIR. It provides guidance to Investment
Firms, Trading Venues, ARMs and Systematic Internalisers on compliance with
the reporting provisions of MiFIR.

http://www.government-world.com/weekly-schedule-of-president-donald-tusk-4/
http://www.government-world.com/weekly-schedule-of-president-donald-tusk-4/
mailto:press.office@consilium.europa.eu
http://www.government-world.com/esma-updates-qampa-on-mifir-data-reporting/
http://www.government-world.com/esma-updates-qampa-on-mifir-data-reporting/


ESMA will periodically review these Q&A and update them where required.

Political Compromise Reached on eu-
LISA New Regulation

Today, the European Parliament (LIBE Committee) and the Council (COREPER)
reached a political compromise on the Commission’s proposal to strengthen the
mandate of the eu-LISA.

Welcoming the compromise agreement, Commissioner for Migration, Home Affairs
and Citizenship Dimitris Avramopoulos and Commissioner for the Security Union
Julian King said:

Commissioner for Migration, Home Affairs and Citizenship Dimitris
Avramopoulos: “Today’s agreement represents another crucial building block
towards a more secure and resilient European Union. A strengthened eu-LISA
will be the nerve centre for the development and maintenance of all our
information systems on migration, border management and security, and
crucially, their interoperability. We want to connect all the dots, not just
legally but also operationally – and a stronger and more efficient eu-LISA
will precisely help us do this.”

Commissioner for the Security Union Julian King added: “In the future, eu-
LISA will play a pivotal role in helping keep Europe safe. Today’s agreement
means that the Agency will have the resources it needs to manage the EU’s
information systems for security and border management, help them to interact
more efficient and improve the quality of the data they hold – an important
step forward.“

On hearing about the outcome of the meeting, eu-LISA’s Executive Director
Krum Garkov said: “Reaching a political compromise on our revised mandate is
the biggest step towards the Agency’s future so far. It opens the door for
eu-LISA to significantly increase its contribution to the Member States and
to the EU as a whole. I am confident that all of us at the Agency are looking
forward to the day we can start to implement our new mandate using the
preparation work we have been putting in place over the last months. These
are very exciting times for the Agency and I am eager to take it to the next
level.“

The compromised text agreed in today’s final trilogue will now have to be
formally adopted by the European Parliament and the Council.
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ESMA publishes latest data on credit
rating agencies performance

CEREP provides information on credit ratings issued by Credit Rating Agencies
(CRAs) which are either registered or certified in the European Union. It
allows investors to assess, on a single platform, the performance and
reliability of credit ratings for different CRAs, asset classes, geographical
regions and time horizons over a given time period.

CEREP is updated on a semi-annual basis with statistics covering the
preceding 6-month period: the reporting periods are January to June and July
to December.

Security Union: New rules on EU
Passenger Name Record data

The EU Passenger Name Record (PNR) Directive – a key piece of EU security
legislation to better identify travelling terrorists and criminals and trace
criminal networks – entered into force on 24 May 2016 and the deadline for
implementation by Member States is today. On this occasion the Commissioner
for Migration, Home Affairs and Citizenship Dimitris Avramopoulos and
Commissioner for the Security Union Julian King issued the following
statement:

“Over the past three years, we have been continuously working to deny
terrorists and criminals the means to act and to close down the space in
which they operate. With the new EU rules on the use of Passenger Name Record
(PNR) data, we have taken another step in closing an important security
information gap. We have equipped ourselves with yet another tool to identify
and stop criminals and terrorists more effectively, building a Europe more
resilient to security threats – a Europe that protects.

The EU PNR Directive will help us better identify those who pose a threat and
trace their travel patterns.Under the Directive, which should be incorporated
into national legislation as of today, Member States are obliged to collect
and process the PNR data of passengers on international flights entering or
departing from the EU in order to fight terrorism and serious crime, such as
trafficking in human beings and drug smuggling. Dangerous individuals who
have previously managed to stay under the radar of police and law enforcement
should no longer be able to do so. The new rules will not carry any
additional burden for passengers, who can rest assured that their PNR data
will be used in full respect of the highest data protection standards and
fundamental rights.      
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We recognise that a great deal of effort has been made by Member States to
implement the new rules. Unfortunately, not all of them have completed this
work. Whilst we will continue to offer support and guidance to Member States
to implement the new rules, as we have done over the past two years, the
Commission will not hesitate to use its powers under the Treaty to ensure
that sufficient progress is made in due course.

For the PNR framework to be operational and reach its full potential it is
crucial that all Member States have their systems up and running. The
framework is only as strong as its weakest link. In the fight against
terrorism and organised crime, Europe cannot afford weak links.”

Background

On 27 April 2016 the Parliament and the Council adopted the EU Passenger Name
Record (PNR) Directive. While some Member States already use PNR data, the
way the data is collected and shared varies from one Member State to another.
This new EU-wide PNR framework will harmonise and complement different
national laws: removing inconsistencies, plugging security information gaps
and ensuring the highest data protection standards and full respect of
fundamental rights.

The new rules strictly limit the use of PNR data for the purpose of
prevention, detection, investigation and prosecution of serious crime and
terrorism. Under those rules, each participating Member State is required to
set up a legal and technical framework for the transfer, processing and
exchange of PNR data provided by airlines. The Commission has actively
supported Member States in the implementation process by providing financial
assistance, coordinating regular meetings and facilitating the exchange of
best practice. In 2017 alone, all Member States received €70 million in EU
funding to support PNR-related activities.

The deadline for incorporating the rules into national law is 25 May 2018 at
midnight.

For More Information

Factsheet: Security Union – Closing security information gaps – entry into
force of new EU rules on Passenger Name Record (PNR) data

DG HOME: Passenger Name Record (PNR)
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